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1.0 Executive Summary

Living in a closely connected and highly mobile world presents many new mechanisms for rapid
disease spread and in recent years, global disease surveillance has become a high priority. In addition,
much like the contribution of non-traditional medicine to curing diseases, non-traditional data streams
are being considered of value in disease surveillance. Los Alamos National Laboratory (LANL) was tasked
by the Defense Threat Reduction Agency (DTRA)-Joint Science and Technology Office (JSTO) to
determine the relevance of data streams for an integrated global biosurveillance system through the use
of defined metrics and methodologies. The long-term, broad objective of this project was to provide
information and analysis that can be leveraged from existing and developing national and international
disease surveillance systems and methodologies, to create a global disease monitoring system,
ultimately providing decision makers with timely information to prepare for and mitigate the spread of
disease.

Specifically, this project evaluated data streams that are currently being used in surveillance
systems and data streams that had the potential for being used in surveillance to enable early disease
detection. LANL’s focus was on infectious disease surveillance and the term “biosurveillance” will be
used to refer to this scope hereafter. Data stream evaluation was conducted using two different
methods: Multi criteria decision analysis (MCDA) using a tool called Logical Decisions that assigns utility
scores to data streams based on weighted metrics and assigned values specific to data stream
categories; and a Surveillance Window concept developed at LANL that assigns a window or windows of
time specific to a disease within which information coming from various data streams can be
determined to have utility. A cross method analysis was performed between the surveillance window
based evaluation and the MCDA-based evaluation to identify data stream categories that showed high
utility for both methods. In addition, algorithms that can integrate useful data streams to facilitate early
disease detection were also examined. This project provided an understanding of data streams relevant
to early warning, early detection and monitoring of disease outbreaks.

The report describes the results of LANL’s evaluation of 16 data stream categories using the two
methods, and recommendations for next steps. The project evolved significantly over its course, and
significant improvements in our approaches were made compared to the initial proposed processes. A
key outcome of this effort was that LANL was able to bring together several diverse entities involved in
disease surveillance and lay the foundation for new collaborations that straddled military and civilian
health surveillance. The robust evaluation framework developed by LANL has generated significant
interest and there is interest in adopting this framework for various applications both within disease
surveillance as well as other public health initiatives. Finally, LANL developed the Biosurveillance
Resource Directory (BRD), a relational database that underwent pilot testing by members of the human,
plant and animal disease surveillance community. The BRD is intended to be a global resource to
facilitate rapid information access. The deliverables for the end of the current performance period were;

1) Ranked/Prioritized list of data streams evaluated by MCDA and Surveillance Windows

2) An analysis of algorithms for data stream integration

3) A relational database for surveillance systems and data streams (to include electronic
surveillance systems that perform analysis on a combination of disparate data streams leading
to actionable results for various surveillance goals).



2.0 Introduction

The evaluation of traditional and non-traditional data streams required a significant effort to first
identify data streams and metrics, in order to develop an evaluation framework. During the course of
the project, as we gathered data for multiple tasks, it became clear that disease surveillance was not just
about early disease detection, but rather, had multiple goals and it was necessary to define these goals
to facilitate sound evaluation of data streams. Our search for information yielded a diverse array of term
descriptions, opinions and goals that were used to derive LANL definitions for data streams, metrics, and
methods to assign values to data streams for individual metrics. Rather than assess specific data
sources/data streams such as Google news or Twitter, it was decided that the evaluation be performed
at a higher level and specific data streams be binned into general categories. Our approach to data
stream evaluation is shown in Figure 1. Surveillance goals, data stream categories and metrics were
identified through three main approaches;

1) A comprehensive survey of current and planned surveillance systems that cover human, plant
and animal diseases and operate locally, nationally or globally.

2) Establishment of a subject matter expert (SME) panel and panel survey to obtain information
about data streams, metrics and biosurveillance goals. Every effort was made to include
representatives from the human, animal and plant diseases surveillance community, into the
SME panel. Detailed information on the SME panel can be found in Section 13, Appendix E.

3) An extensive review of the scientific literature pertaining to the field of biosurveillance.

The three approaches are described in further detail in Section 3.0 titled “Identification of Data Streams,
Metrics and Biosurveillance Goals”. The data stream categories were then evaluated using two different
methodologies; Multi criteria decision analysis (MCDA) and surveillance windows, and categories that
showed utility with both methods were deemed to be the top ranked data streams. Additionally, LANL
evaluated data integration algorithms useful for a global disease surveillance system through a review of
scientific literature.

Evaluate data streams using
two different approaches;
1) Multi Criteria Decision

Analysis (MCDA)
2) Concept of disease

Identify data streams and )
metrics

Source SME panel specific surveillance
1) Local, National, and 1) Represent various entities windows
International (e.g. CDC, USDA, NPDN,
surveillance USS Stratcom, Defense
systems Intelligence Agency
2) SME input 2) Cover human, animal and
3) Literature review plant systems

Product — Ranked list of data
streams that have shown high
utility with both approaches

One-stop shop for disease
surveillance systems

Figure 1: Data stream evaluation approach



A large data collection was produced as a result of the survey of national and international
surveillance systems and it covers human, plant, animal and marine surveillance systems. To make this
data collection useful to the global biosurveillance community, LANL developed a searchable database
that could serve as a “one-stop shop” for disease surveillance resources called the Biosurveillance
Resource Directory (BRD). This database could be used by members of the biosurveillance community
for validating information they may receive about disease outbreaks. The database is searchable by
multiple keywords such as location, data stream use, sponsor, disease, etc. Through consultation with
sponsors and other entities involved in biosurveillance, the BRD was deemed to be a very relevant tool
and has undergone pilot testing by members of the human, animal and plant biosurveillance
community. The overall assessment of the BRD was very favorable and the users would like to have
access to the BRD. The BRD is intended to be used by analysts, decision makers (such as base
commanders), medical practitioners, public health officials, developers of surveillance systems, and
military and civilian members of the biosurveillance community. This database is described in Sections
3.0 and 9.0. A plan has been developed for the continued maintenance, updating, curating and global
outreach for the BRD.

We chose to use two completely different methods to evaluate data streams to provide robustness
to our results. Data streams showing utility using both MCDA and the surveillance windows would raise
to the top of our rankings at the end of the evaluation. Logical Decisions®, based on the MCDA concept,
is a decision support tool that uses a systematic method of evaluating alternatives (data streams) based
on a series of attributes (metrics), and offers the ability to rank data streams in order of utility, taking
into account multiple features desired for an ideal data stream. The MCDA based approach for data
stream evaluation is capable of using several metrics, and in terms of data input, needs a list of data
streams and metrics, weights assigned to the metrics and values assigned to the data streams for each
metric.

A surveillance window can be defined as brief window of time when information gathered can be
used to assist decision makers in effectively responding to an impending outbreak. Consequently,
information that arrives beyond this window has limited value. Surveillance windows are defined using
several criteria, and are disease- and operations-specific, as well as specific to the goal of the
surveillance (early warning, early detection, situational awareness, consequence management). The
surveillance window based approach uses the single metric of time to detection to evaluate the data
streams, and, in terms of data has more requirements. These include a list of data streams, a list of
priority diseases, data from outbreaks (case studies) for each disease, simulations of the disease
outbreaks for those diseases that do not have known outbreaks or show gaps in outbreak data, and
information about specific data streams available for each case study.

The MCDA based evaluation of data streams is described in detail in Section 4.0 titled “Evaluation of
Data Streams Using Multi Criteria Decision Analysis”. The surveillance windows based evaluation of data
streams is described in detail in Section 5.0 titled “Evaluation of Data Streams Using Surveillance
Windows”. A review of data integration algorithms is presented in Section 6.0 titled “Data stream
Integration Algorithms”. Finally, Section 7.0 titled “Progress and Next Steps” summarizes the progress
made on this project and immediate next steps that could be performed. Appendices A through F
provide additional information on methods used for the evaluations.



3.0 Identification of Data Streams, Metrics and Biosurveillance Goals

As described in Section 2.0, we used three different approaches for identifying specific data
streams and metrics. The following paragraphs describe the approaches and results obtained. Over the
period of collecting information, it became clear that the world of biosurveillance was vast and diverse,
and there was no real standardization of terminology associated with goals of surveillance, surveillance
systems, data streams or data sources, integration of data or even metrics to evaluate data streams.
Through our consultations with SMEs in the area of biosurveillance, and analysis of collected
information, we have developed consensus definitions that we hope can be used in this field and will
facilitate a unified understanding of this complex field.

3.1 Survey of Surveillance Systems

Local, national, and global disease surveillance systems have been implemented to meet the demands of
monitoring, detecting, and reporting disease outbreaks and prevalence. Varying surveillance goals and
geographic reach have led to multiple and disparate systems, each using unique combinations of data
sources to meet surveillance criteria. In order to assess the utility and effectiveness of different data
streams for global disease surveillance, a comprehensive survey of current surveillance systems was
undertaken. For the scope of our project, a biosurveillance system for infectious disease was defined by
us as: an electronic surveillance system that combines disparate data streams or uses a single data
stream and performs analysis to report actionable results for various surveillance goals. We created a
framework to broadly categorize biosurveillance goals. Based on our analysis (again primarily through
consultation and a thorough literature review) four broad biosurveillance goals were identified: early
warning of health threats, early detection of health events, situational awareness (or monitoring), and
consequence management. LANL's definitions of biosurveillance goals are the following:

Early Warning of Health Threats: Surveillance that enables identification of potential threats including
emerging and re-emerging diseases that may be undefined or unexpected.

Early Detection of Health Events: Surveillance that enables identification of disease outbreaks (either
natural or intentional in origin), or events that have occurred, before they become significant.

Situational Awareness/monitoring: Surveillance that monitors the location, magnitude, and spread of
an outbreak or event once it has occurred.

Consequence Management: Surveillance that assesses impacts and determines response to an
outbreak or an event

Baseline Awareness: Information that can inform and facilitate the achievement of the above
surveillance goals and can be related to population demographics and health, the natural, political, and
social environment, and underlying disease patterns and characteristics.

The goals tend to follow a time-course from early warning to consequence management,
although there is certainly overlap in time. Underlying all of the goals is the need to have baseline
awareness of disease and environmental determinants. Figure 2 shows the goals framework developed
by us and the relationship that these goals have with each other. It is important to note that the broad



goals have been linked and overlapped to indicate that there is no absolute cut off on a time scale when
any one biosurveillance goal would be deemed irrelevant. Likewise, Baseline Awareness is a significant
requirement to achieve any of the biosurveillance goals identified in the figure.

Surveillance Goals

Increasing Time

Figure 2: Biosurveillance goals

Initially, we cataloged human, animal, and plant systems in an Excel workbook (previously delivered).
Over the course of the project this collection has been converted to a relational database (the BRD) built
in Filemaker Pro, a commercially available software. To date, 296 items associated with global disease
surveillance have been catalogued and include local and national US based surveillance systems,



national surveillance systems developed in other countries, as well as surveillance systems that have
global coverage. In addition to surveillance systems, we collected other resources that although
frequently claimed to be surveillance systems, did not perform analysis of any of the data/information
collected and therefore did not fit our definition of an electronic disease surveillance system. We also
collected information on tools/algorithms that facilitate analysis of surveillance data. Not surprisingly,
the majority of surveillance systems were developed for human diseases. The most frequent sponsoring
agencies for these surveillance systems were;

e Centers for Disease Control (CDC)

e Department of Defense (DoD)

e Food and Drug Administration (FDA)

e United States Department of Agriculture (USDA)

e  World Health Organization (WHO)

e  World Organization for Animal Health (OIE)

e Food and Agriculture Organization of the United Nations (FAO)

e National governments

Table 1 describes the categories of information collected in the BRD, along with examples to illustrate
the binning logic. Since our interim report, we have refined the definitions for our information
categories as well as the actual categories. The first two categories shown in table 1, “Supersystem” and
“System” are the primary types of surveillance systems captured in our database, and served the
purpose of providing information on data streams used in disease surveillance. These systems fit our
definition as they collect information from one or more systems or data streams analyze the data and

|ll

inform a biosurveillance goal. During our searches, we came across several “systems” that although
collected information from single or multiple data streams, did not perform any analysis and report
actionable results and therefore did not fit our definition of a disease surveillance system. Rather than
categorizing these entities as surveillance systems, we chose to bin them as a “Data source”. The
category of information titled “Tool/Software” includes software or applications that facilitate the
collection or analysis of data for disease surveillance. Interestingly, a large amount of information
searched on the internet under keyword “surveillance system” yielded items that would be categorized
as data sources or tools for surveillance. Finally, we collected information about organizations or groups
of individuals that contributed to data collection and analysis to inform a biosurveillance goal, and

binned them into a category called “Collective”.



Information Category Examples

Supersystem
. . . GOARN
A system that collects information from multiple data TESS
streams and other surveillance systems, and analyzes the y
data that is collected to inform the biosurveillance goal SAGES
System Biosentinel
A system that collects information from one or more data ASPREN
streams and analyzes the data that is collected to inform the ProMed
biosurveillance goal Health Map
Data Source Google News
A system that collects information from one or more data Gene Expression Omnibus

streams but does not analyze the data collected for a

h , Crisis Mappers
biosurveillance goal PP

Tool / Software Essence
Software or application that enables the collection or ) EARS
analysis of data First Watch
Collective

A group of individuals or organizations with the shared Mek_on_g Basin Dlsease_ Surveillance
objective of contributing to data collection and analysis to Wildlife Data Integration Network
inform a biosurveillance goal

Table 1: Information categories collected in the database

While many categories of information are included in the database, a minimum criteria for
inclusion required that the information be relevant to biosurveillance (as determined by the surveillance
goals) and be available on the internet (has a website). Also important to note is that the BRD is focused
on information pertaining to infectious disease surveillance. Details of the BRD are described in
Appendix A. The BRD was built over the past two years and has undergone pilot testing by 14 members
of the biosurveillance community. A limitation of this pilot test is that the assessments were conducted
by US based experts and there is no global representation. This was due to export control regulations.
However, the assessments have allowed us to develop a plan for improvement and maintenance of the
BRD. The primary organizations that pilot tested the BRD are identified in Appendix B, along with a
summary of results. An electronic survey was sent to the evaluators (Appendix C) and detailed feedback
for each of the survey questions is a provided in Appendix D. Experts were asked to evaluate the BRD
for both content and functionality.

The main features of the current version of the BRD are shown in Figure 3. The relational
database contains biosurveillance products and tools available worldwide and is searchable by multiple
keywords (geographic location, disease, sponsoring agency, contacts, data streams, etc., is linked to the
network, and enables user to directly access the website for the product/tool of interest. Associated
reports, factsheets and journal articles can also be linked to if open access is available. We are also



considering the configuration of this tool as an application for mobile platforms such as smartphones

and tablets.
Biosurveillance BRD Trial Version 1.0
RESOUICE y gy smoeme @
Directory =

—~ Research —reports,
factsheets, links to
relevant journal articles

Search, Find, Report .. * - Connect —to contacts
Link — to websites

i Access — mobile
platforms being
developed

Figure 3: A depiction of the BRD and its current and future features

Should further investment be deemed appropriate, we have developed a plan to web host the BRD
through LANL’s Research library, an institutional resource. The research library hosts several databases
and has extensive experience with database design and display. LANL would be responsible for monthly
updates of the BRD, to include curation of existing records, adding new records and global outreach. The
web hosted BRD would be available to the global biosurveillance community. The web link would be
sent to all interested parties and we would conduct an operational evaluation of the database to include
more members of the global community.

A lesson learned from the pilot testing of the BRD was that as there was no value proposition
made to the testers, a significant amount of time was spent in contacting the testers and getting their
feedback. The testers did not feel the need to be prompt in their evaluation and LANL had to remind
many of them at least three times if not more to send their feedback, making for a very inefficient and
time consuming process. Future efforts at getting feedback need to include a monetary compensation
or acknowledgement of authorship on a manuscript as a value proposition.
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3.2 Survey of Subject Matter Experts (SME panel)

A complete description of our efforts to build an SME panel and the results of the survey are
presented in a report in Appendix E. Much like the data collection on surveillance systems, the primary
goal of the SME survey was to identify data streams to evaluate and metrics to use for the evaluation.
However, we were able to obtain valuable information that facilitated the identification of surveillance
goals and definitions of several terms used in the field of biosurveillance. A second electronic survey was
sent to biosurveillance experts to obtain their priorities for metrics based on the four biosurveillance
goals outlined above. This is described in the Section 4.0.

3.3 Literature Review
Our evaluation of traditional and non-traditional data streams for integrated global
biosurveillance required review of the literature in several areas:

e biosurveillance systems, descriptions and evaluations
e data streams in use and considered for use in biosurveillance systems
e diseases, categories of importance in biosurveillance

Category Number of references
(journal articles,
conference proceedings,
book sections, and
government reports)

Biosurveillance, General 376

Biosurveillance, Systems 107

Biosurveillance, Data Streams 44

Diseases, Biosurveillance 115

Diseases, Biosurveillance, Emerging 111
Infectious

Diseases, Biosurveillance, Epidemiology 69

Table 2: Summary of literature review

We reviewed over 800 publications that included peer reviewed literature, conference
proceedings and book sections, government reports and documents, media reports (newspapers, press
releases), and web pages associated with surveillance systems or their associated organizations. A list of
categories and number of references associated with each category are listed in Table 2. The references
have been compiled as a separate collection. Among those, references considered to be particularly
useful for developing data stream categories and metrics were;

1. Framework for Evaluating Public Health Surveillance Systems for Early Detection of Outbreaks.
Buehler JW., Hopkins RS., Overhage JM., Sosin DM., Tong V. MMWR. 53(5):1-11, 2004.
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2. Assessing the continuum of event-based biosurveillance through an operational lens. Corley CD,
Lancaster MJ, Brigantic RT, et al. Biosecur Bioterror. 2012.

3. Animal Health Surveillance Terminology, Draft Qutput From Pre-ICAHS Workshop, 2011
Final Recommendation: Core Processes and EHR Requirements for Public Health Syndromic
Surveillance, International Society for Disease Surveillance, 2011

Table 3 shows examples of data streams that were compiled from the literature. They were most

commonly referred to as “data sources” and covered diverse types of data.

Population Data Source Description Reference
Environmental Real time news event
I /Social Internet News exfraction with limited Tanev
man -Natural Reporting linguistic sophistication for 2008
violent and disaster events
Charland
All Environmental Established Solar radiation, dew point, 2009,
) S MNatural Database emperature Degroote
2008
Mobile phone - geocoded
; : . photographs of blood Fuller
Human Diagnostic Mobile Lab Report samples for rapid detection 2010
of malaria strains
Human, Biotracing biclogical Hjug{iar
Animal, Diagnostdc Lab Feport contamination in feed /food Kr:u tss::rn
Pathogen chain 2011
. : . VA Outpatient Final Tokars
Human Diagnostic ED/Hospital Report Diagnosis 2010
. Internet Search . . Ginsberg
Human Syndromic Queries Search engine queries [ILI) 2009
Established
. Monitoring System | Google flutrends -internet Ortiz
Human Syndromic Internet Search searches 2011
Queries

Table 3: Examples of data streams obtained from literature reviews

3.4 Final Data Streams and Definitions

Multiple data sources are used in a variety of biosurveillance systems that extend from a
singular goal for local surveillance of a specific disease to wide-ranging surveillance systems requiring
extensive data resources to meet diverse surveillance goals for an array of diseases. With the advent of
new technologies, globalization, and high performance computing, there are seemingly unlimited
potential data streams that could be useful in biosurveillance. Data streams have not been universally
defined in either the literature or by specific systems. In order to develop an explicit reference system
for data streams, multiple sources of information were gathered, categorized, and analyzed for best use
in both describing the data streams and for database development. These included data streams that
have been used in biosurveillance systems as described in peer-reviewed literature, as found by our
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survey of surveillance systems, and as considered important by SMEs. We developed 16 broad
categories of data streams to evaluate for this project.

While the sheer number of data streams cataloged was extensive, a framework that would
enable each individual data stream to be categorized was developed (Figure 4). The intent was to be
able to broadly categorize each individual data stream, but recognize that the data stream does not
stand alone, and is part of a larger context. The following terms and definitions were developed by us to
facilitate a consistent approach in our evaluation and an invariant frame of reference;

Population .
Human Descriptors
Animal Algorithms
Plant Collection Method
Pathogen Data Processing
Pest Before Analysis
Data stream )
Context described by Data Quality
Type f;:eiar;a Data Reporting
Diagnostic Data Security

Data that leads to identification of a
pathogen, or confirmed diagnosis

Data Stream Accuracy
Data Structure

of disease o
Data Transmission
Syndromic GeoSpatial
Health-related data that may precede Characteristics
or substitute for formal diagnosis
Metadata Collected
Environmental Population
Pertaining to data streams that are not Characteristics
related to health parameters, such as Stakeholders

social, natural, and built environments

Figure 4: Data stream framework

Data Stream — LANL defines a data stream as a specific source of information that is understood in the
context of data population (human, animal, plant, pathogen, and vector) and data type (environmental,
syndromic, diagnostic) and is described by specific details such as data structure and collection method.

Population - Human, animal (wild or domestic), plant, pathogen, vector

Type - Determined by the population that the data is coming from and how the data is classified as
environmental, syndromic or diagnostic.

a) Syndromic -“Health-related data that may precede or substitute for formal diagnosis”
(ICAHS, 2011)

b) Diagnostic - Data that leads to identification of a pathogen, or confirmed diagnosis of
disease

c) Environmental - Pertaining to data streams that are not related to health parameters such
as social, built and natural environments

13



Social Environment - The social environment, or social conditions in which people live and work, has a
major influence on their health. It includes factors such as living conditions, diet, education, and work
(WHO http://www.who.int/topics/social _environment/en/). Indicators of the social environment

include population demographics, population movements, and political and social engagement.

Built Environment- Distinct from the natural environment, the built environment is comprised of
manmade components of people’s surroundings, from small-scale settings (e.g., offices, houses,
hospitals, shopping malls, and schools) to large-scale settings (e.g., neighborhoods, communities, and
cities), as well as roads, sidewalks, green spaces, and connecting transit systems. (Younger et al., 2008)

Natural Environment - the environment that includes vegetation, microorganisms, soil, rocks,
atmosphere and natural phenomena as well as universal natural resources and physical phenomena that
lack clear-cut boundaries, such as air, water, and climate, as well as energy, radiation, electric charge,
and magnetism, not originating from human activity.

Population, Type, and Data Stream categories can be used to characterize the kind of information that is
being collected, and how it could impact biosurveillance. Also associated with each individual data
stream (if the information is available) are data stream descriptors (see Figure 4). These descriptors are
specific to how the data is collected (mobile phones or surveys), how the data is structured, what
geographic regions are covered, accessibility and update frequency. All of these descriptors inform the
quality and usefulness of the specific data stream. Some examples of data stream descriptors are shown
in Figure 5 and examples of data stream collection methods are shown in Figure 6.

Algorithms Data Security
Data aggregation Permissions
Data trigger/alert Privacy Settings
Collection Method Data Stream Accuracy
Data Processing Before Analysis False Positive Rate
Curated/Uncurated False Negative Rate
Collated Data Structure
Filtered Structured (relational db)
Transformed Semi-structured (XML)
Classified (ICD_9, 10, HL7, Syndromic Unstructured
codes) Data Transmission
Data Quality Lag/no lag time
Sampling Raw /aggregated
Consistency GeoSpatial Characteristics
Gaps Resolution
Completeness Metadata Collected
Accuracy . ..
e Population Characteristics
Data Reporting Stakgholders .
On trigger Source/funding qrganlzatlon
Irregular Data providers
Systematic/ Regular

Figure 5: Some examples of data stream descriptors
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Automated / Electronic Records
Cell / mobile Phone
Data Mining
Database Upload
Email
Field Testing
Internet / web
Manual
Mobile Labs
Phone / Landline
Photographic Images
Remote Sensing
Satellite
Sensors
SMS / Text Messaging
Surveys
Toll Free Phone Access
VHF Radio Relays
Video

Figure 6: Collection methods commonly used in gathering information within each data stream

An advantage of deconstructing data streams in this way is in the ability to discuss data streams
in broad terms yet still retain the detailed information that may be very important regarding actual
utility of specific data sources. The choice and effectiveness of types of data streams will necessarily be
informed by the specific goal(s) of the biosurveillance system, and by the diseases being monitored.
Biosurveillance goals and diseases were categorized and defined for the BRD, and their relevance to
data stream evaluation is reflected in the data stream framework as shown in Figure 7.
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Biosurveillance Goals

Early Warning
Early Detection
Situational Awareness
Consequence Management

Infectious Disease(s)
of Interest

Population
Human Animal Plant Pathogen Vector Descriptors

Data Structure
Data Quality
s Data Transmission
Diagnostic Syndromic Environmental Data Reporting

Figure 7: The context and characteristics that describe a data stream.

For example a data stream which monitors Google search queries for health-related key words
would be categorized as;

Population: Human

Type: Syndromic

Data stream: Internet search queries

If a data stream was monitoring Twitter for social unrest the stream would be categorized as;
Population: Human

Type: Environmental / Social

Data stream: Social Media/Twitter

Based on our thorough analysis a list of 16 broad categories of data streams were determined (Table 4).
We believe that any data source could be binned into one of these categories. Table 4 also shows how
the broad categories could be sub-categorized if more information is needed. Specific examples are also
given.

DATA STREAM CATEGORY Sub-Category Specific Examples

Ambulance / EMT Records

Dispatch information which can include
incident date, time, nature of call, and
patient information

Clinic/Health Care Provider Records Physician
Record of patient (animal/human) Veterinary
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information that can include symptoms,
pharmacy orders, diagnoses, laboratory
tests ordered and results received

ED/Hospital Records

Record of patient information that can
include discharge/transfer orders,
pharmacy orders, radiology results,
laboratory results and any other data from
ancillary services or provider notes

Military/Veteran Facilities

Employment/School Records Absenteeism

Information collected from schools or Illness

places of employment that can include, Activities

location, illness, absence, and activity

reports regarding students or employees

Established Databases Demographic data Google Earth

Any data repository from which Geographic data Google Maps

information can be retrieved Weather pattern/ CIA Factbook

meteorlogical data Toxnet

Environmental data Census
Genetic sequencing data

Financial Records Insurance/ HMO billing

Records of financial activities of a person, Bank Savings

business, or organization

Help Lines Health/Medical 911

Telephone or cellular call-in services Poison Control Nurse Hotlines
Professional
Emergency
Reporting/Complaint

Internet Search Queries Global Google

Search terms that a user enters into a web | Site Specific Yahoo

search engine

Laboratory Records Laboratory Orders PCR

Information regarding specific tests Laboratory Results Molecular Typing

ordered and /or the results of those tests

News Aggregators

Systematic collection of information from
news sources that can include online and
offline media

RSS feeds

Radio

Video
Newspapers
Press Releases
Media Monitoring

Google News

Official Reports Government WHO

Any report that has been certified or Intelligence CDC / MMWR

validated from an authorized entity Industry USDA
Non-profit Notifiable Disease
Academic Peer Reviewed Literature

Police/Fire Department Records

Dispatch and event information

Personal Communication Expert

Any type of information that is directly Non-Expert

relayed from one individual to another
individual or group
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Prediction Markets Health Iowa Electronic Health
Marketplaces for contracts in which the Event Markets

payoffs depend on the outcome of a future

event

Sales Medical Drugs (OTC/Rx)
Monetary transactions for goods or Commerical Facial Tissue
services

Social Media Blogs Facebook
Forms of electronic communication such Internet Chatting MySpace

as websites for social networking and Social Networking Sites Twitter
blogging through which users create Video-sharing YouTube

online communities to share

Table 4: Data Stream Categories

3.5 Final Metrics and Definitions

Similar to our determination of data streams, identifying metrics to evaluate the utility of each

data stream was a systematic and iterative process which included a survey of biosurveillance literature

relevant to data stream metrics (Bravata et al., 2004; Buehler et al., 2004; Corley et al., 2012; Hitchcock

et al., 2007), a survey of data quality analysis literature (Batini et al., 2009; Pipino et al., 2002), an

analysis of how metrics/definitions are used in practice from our SME panel, and from the practical

application of these metrics in our initial investigation describing and evaluating data streams. Based on

the information collected, a description of an ideal data stream was developed - A single source of
unique, timely (real-time), and spatially relevant information that is standardized and collected in a

quantity and class that is needed for meaningful results, that targets a specific population, that is

available at many scales (from molecular to ecosystem), is electronically available in both raw and
reportable form, and has been rigorously validated. Clearly, no single, specific data stream exists that
would have all the features described, but this description facilitated the identification of metrics that

we could use in our evaluations.

Table 5 lists the 11 current metrics and definitions that resulted from the above efforts. These
metrics and definitions were used and refined through the multi criteria based analysis of the data

streams (Section 4.0). Every effort was made to develop metrics that would assess unique features of a

data stream and would not overlap. However, it was clear that many of the metrics may have

dependencies on each other.
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Accessibility
The extent to which the data stream is available

Cost
The cost to set-up, operate, and maintain the data stream

Credibility
The extent to which the data stream is considered reliable and accurate

Flexibility
The data stream’s ability to be used for more than one purpose (such as for use in
surveillance for more than one disease, or for more than one goal)

Integrability
How well the data stream can be linked/combined with other data streams

Geographic/Population Coverage
The geographic or population area of coverage

Granularity
The level of detail of the data stream

Specificity of Detection
The ability of the data stream to identify an outbreak, event, disease, or pathogen of
interest

Sustainability
The data stream’s continued availability over time

Time to Indication
The time required for the data stream to first signal a disease, outbreak, or event

Timeliness
Earliest time that the data is available

Table 5: Metrics to evaluate data streams
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4.0 Evaluation of Data Streams Using Multi Criteria Decision Analysis

Multi-Criteria Decision Analysis (MCDA) allows us to determine the utility and overall desirability
of an alternative (options) by the weighted sums of its measures (criteria by which we evaluate the
alternatives). This concept is also called Multi attribute utility theory (MAUT) and has been primarily
applied in operational decision making. Logical Decisions for Windows® (LDW) is decision analysis
software that is based on MCDA and was used for evaluating data streams in this project. By defining
alternatives and the measures to describe them it is possible to use MCDA to create a model that can
assess and rank the preferences between various alternatives. MCDA/MAUT has been used for
applications that range from choosing medical diagnostics (Azar, 2000) to helping retailers create pricing
policies for their added value (Wallenius, 2007).

Decision analysis programs are often used for military applications and LDW has been used in
particular because of its success rate. Some examples include evaluation by the Air Force of long term
mix of technologies, and by the U.S. Army in evaluation of alternatives for destroying stockpiles of toxic
gases (http://www.logicaldecisions.com). While use of LDW is commonplace in the field of operations

research, it has never been applied to decision making in biosurveillance. However, the application of
LDW to evaluate the utility of biosurveillance data streams was deemed to be appropriate as at its core,
this evaluation was essentially a multi-objective decision, with the decision being “which data streams
would be most useful in an integrated global biosurveillance system”. By framing our decision in this
context, it was possible to determine a list of metrics and values for those metrics that allowed us to
rank the data streams.

4.1 Approach of Evaluation and Results

LDW helps to systematically evaluate, analyze and rank the alternatives/options of interest. In
the context of this project, the alternatives were the data streams. To determine which of these is more
desirable than others, it was important to define the evaluation measures (i.e. evaluation criteria or
metrics) used to calculate a utility score for each data stream. Furthermore, how well each data stream
performs for each metric was described. The metrics were further organized into goals to make up a
“goal hierarchy” as required by LDW. The goal hierarchy (sometimes also called a value tree, or an
objectives hierarchy) is a visual representation of the multi-objective model that is being analyzed. It
describes the relationships between the metrics and the goal. Figure 8 depicts this hierarchy which
starts with the goal of identifying the most useful data stream for an integrated global disease
surveillance system in the top panel and is followed by the identification of the individual metrics that
would be used to achieve this goal (cost, accessibility, etc.). The final level in the hierarchy would be the
description of the data stream in the context of each metric (e.g. high, low, medium accessibility).
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Figure 8: Diagram illustrating a goal hierarchy

LDW converts the values input for each metric to a common unit termed utility. It is important
note that the common unit utility is not the same as measuring utility (i.e. the “usefulness” of
something). Utility is the unit that LDW measures and works with in order to determine the overall
utility (usefulness) of each alternative (data stream) from the evaluation criteria (metrics). Additionally,
the relationship between utility and the values input for the criteria need to be defined (a utility
function). For example, if the metric is cost, then the utility will decrease as the cost increases. The
values can be specified as a quantity as well as by labels, which are text descriptions of the possible
levels for each metric. Figure 9 depicts the data required to be input for evaluating data streams.
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Accessibility  Utility Score

Level
) = Hard 0.15
= e |
= Medium 0.25
Time Cost Easy 0.60

You have to specify the relationship between value input and utility for each metric

Figure 9: The relationship between metric value and utility needs to be described

In addition to the values input for each metric, the weight of each metric influences the final
utility score of data streams and also needs to be designated. The different weights of the metrics reflect
the varying importance that each individual metric contributes to the final score and, thus, rank of the
data streams. Furthermore, the relative weight of each metric can differ depending on context of the
biosurveillance goal that the data streams are being evaluated against. For example, the importance of
timeliness and time to detection may be higher when the biosurveillance goal is early warning of health
threats versus consequence management.

Our approach to the evaluation of data streams followed four broad stages—problem
structuring, value elicitation, ranking, and sensitivity analysis—that could be sub-divided into seven
steps, each of which were critically important to ensuring high confidence in our rankings;

1. Identify the biosurveillance data streams

Problem
Identify the biosurveillance goals and objectives

2
3. Identify the evaluation criteria (metrics)
4

Assign the value of each metric for each data Value Elicitation
stream

Assign the weight for each metric

Structuring

o u

Rank the data streams
7. Conduct sensitivity analysis
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Step 1: Identification of the Biosurveillance Data Streams

As LDW is completely customizable, it was important to scope the question we were trying to
answer using this tool. For this project, we were “ranking the usefulness of data streams for an
integrated global biosurveillance system”. Based on our definition of data streams (Section 3.4) we
identified a multitude of very specific data streams that could each in theory be evaluated using LDW.
However, we determined that it would be more prudent to bin the data streams into broad categories
or types of data streams and evaluate these categories rather than individual data streams in order to
provide a high value result. In using LDW, our approach would have to balance the level of detail in
which we analyzed the data streams between being too high and too low. If we were to analyze each
specific data stream , not only would this take an unrealistic amount of time, but the results from such
an analysis would be too specific to draw any conclusion about other data streams. Conversely, if we
were to approach our analysis too broadly, the results generated would be too vague and not useful.
Consequently, our approach attempted to seek an optimal middle ground between these two extremes,
which we believe provides the most useful results. Figure 10 is a depiction of our overall strategy for
selecting data stream categories/types and the underlying rationale.

Specificity of Results

Too Broad
MolIeN 001

Usefulness of Results

U

Result usefulness is
optimal within a middle
range between specificity
and applicability

Figure 10: A schematic diagram of the level of detail of our approach

Section 3.4 describes the final 16 categories of data streams we identified. Specific data streams
were binned into broader categories of data stream categories, to facilitate evaluation. For example, the
category “social media” would contain specific data streams such as Twitter, Facebook, blogs, etc. The
category “official reports” would include reports such as ministries of Health, WHO reports, CDC reports,
etc.
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Step 2: Identification of the Biosurveillance Goals and Objectives

As described in section 3.0, there are multiple goals for disease surveillance and they are
arranged over a time scale that extends from pre-event to post-event (the event being a disease
outbreak) regardless of origin. It became evident to us that the weights for each of our metrics would be
dependent on the biosurveillance goal of interest and it would be necessary to evaluate the data stream
types for each surveillance goal as the priorities of metrics such as credibility of the data stream or
accessibility may change based on the specific goal being accomplished. The data stream categories
were therefore evaluated for each of the following broad surveillance goals, in order of temporal
progression;

1. Early Warning of Health Threats: Surveillance that enables identification of potential threats
including emerging and re-emerging diseases that may be undefined or unexpected.

2. Early Detection of Health Events: Surveillance that enables identification of disease outbreaks
(either natural or intentional in origin), or events that have occurred, before they become
significant.

3. Situational Awareness: Surveillance that monitors the location, magnitude, and spread of an
outbreak or event once it has occurred.

4. Consequence Management: Surveillance that assesses impacts and determines response to an
outbreak or an event

Step 3: Identification of the Metrics

Section 3.5 describes a set of 11 metrics that were used to perform LDW based evaluation of the
data stream types. We made every effort to ensure that each metric would assess a unique feature of
the data stream and were independent from each other.

Step 4: Assigning Values for Each Metric for Each Data Stream Category

Given the highly customizable nature of LDW it was important to scope the problem and be able
to obtain a defensible set of rankings for the data stream categories. The concept of “garbage in,
garbage out” is equally as applicable to LDW as it is to the field of computer science. This meant that if
we were not able to structure the problem correctly and make defensible data input choices, the output
of LDW would be meaningless. Assigning specific values to each data stream for a specific metric proved
to be an interesting, although not insurmountable challenge as we were evaluating categories of data
streams not specific ones. How would it be possible to assign specific values to input for each metric in
the data streams? Simply averaging the properties of every data stream to derive these values was
nearly impossible and impractical. To address this challenge, we decided to focus on the properties of
data streams that were functional within commonly used biosurveillance resources collected in the BRD,
preferably global ones. The underlying assumption was that the individual, specific data streams within
these systems were representative of the data stream category. This approach allowed us to derive
results that were grounded within the operational context of data streams within current surveillance
systems, and while not perfect, allowed us to structure the problem in a way that would yield
meaningful results.
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A second challenge we faced was how does one assign these values in such a way that the
method of measuring them is both constant and meaningful across a variety of data stream categories?
(i.e. the metrics and methods of quantifying the data stream’s performance equally apply and are
meaningful for streams as diverse as social media, ER/ hospital health records, and crowd sourcing, etc.)
Thus, for each metric, a method of how to assign the values as well as how those values were related to
the common unit utility had to be established. Appendix F outlines these methods and relationships as
decided by our team.

Representative biosurveillance systems were identified for each data stream category and are
listed in Table 6. Some data stream types were better referenced in literature articles.

Ambulance records Real-time Outbreak and Disease Surveillance (RODS) System

Real-time Outbreak and Disease Surveillance (RODS) System,
Employment/ School Records ESSENCE

Financial Records Real-time Outbreak and Disease Surveillance (RODS) System
Internet Search Queries Google Flu

News Aggregators HealthMap
Police/ Fire Department
Records N/A

Prediction Markets lowa Health Prediction Market

Social Media Twitter

Table 6: List of representative resources using various data streams

Based on information obtained from the representative resources for each data stream, along
with a review of literature on how the data streams are used, we assigned the following values shown in
Table 7. Each member of the LANL team was assigned one or more data streams, and after values had
been assigned, a different member of the team checked the values for accuracy. Finally, all team

25



members went through all the data stream category values together, such that the final values were

assigned following a consensus. This provided a quality control check for the process.

Low

Ambulance Records  Medium Accessibility Medium Cost Medium Credibility High Flexibility Global Individual  Extremely Integrable  Specificity Yes  Medium Indication  Fast

Clinic/ healthcare High

Provider Records Medium Accessibility Medium Cost High Credibility High Flexibility Global Individual  Extremely Integrable  Specificty Yes  Medium Indication  Fast
High

ED/ Hospital Records Medium Accessibility Medium Cost High Credibility High Flexibility Global Individual ~ Extremely Integrable  Specificty Yes  Medium Indication  Fast

Employment/ School Commmuni Low

Records Medium Accessibility Medium Cost Medium Credibility Low Flexibility Global ty Moderately Integrable Specificity yes Indirect Indication  Fast

Established Indirect

Databases Easy Accessibility Low Cost Low Credibility High Flexibility Global Community Highly Integrable Specificity Yes  Long Indication Slow
Indirect

Financial Records Medium Accessibility Medium Cost Medium Credibility Medium Flexibility Regional Community Moderately Integrable Specificity Yes  Long Indication Intermediate
Medium Near Real Time

Help Lines Medium Accessibility Medium Cost Medium Credibility Medium Flexibility Local Community Moderately Integrable Specificity Yes  Indication Fast

Internet Search Medium Near Real Time

Queries Easy Accessibility Low Cost Medium Credibility High Flexibility Global Community Moderately Integrable Specificity yes  Indication Near Real time
High

Laboratory Records  Medium Accessibility Medium Cost High Credibility Medium Flexibility Global Individual ~ Highly Integrable Specificty yes  Medium Indication  Fast
Low Near Real Time

News Aggregators  Easy Accessibility Low Cost Low Credibility High Flexibility Global Community Moderately Integrable Specificity yes  Indication Near Real time
High

Official Reports Easy Accessibility Medium Cost High Credibility High Flexibility Global Community Moderately Integrable Specificty Yes  Long Indication Intermediate

Personal High

Communication Easy Accessibility Medium Cost Medium Credibility High Flexibility Global Individual ~ Not Very Integrable  Specificty Yes  Long Indication Fast

Police/ Fire Indirect

Department records  Difficult Accessibility Medium Cost Low Credibility Low Flexibility Global Individual ~ Moderately Integrable Specificity Yes  Medium Indication  Fast
Medium

Prediction Markets  Difficult Accessibility High Cost Low Credibility Low Flexibility Global Regional ~ Moderately Integrable Specificity No Indirect Indication  Fast
Low

Sales Medium Accessibility Medium Cost Low Credibility High Flexibility Regional Community Moderately Integrable Specificity Yes  Medium Indication  Fast
Low Near Real Time

Social Media Easy Accessibility Low Cost Low Credibility High Flexibility Global Individual ~ Moderately Integrable Specificity Yes Indication Near Real time

Table 7: Assigning values for data stream categories

Step 5: Assigning Weights for Each Metric

As mentioned previously, the weights assigned to specific metrics influence the utility score
computed by LDW for a data stream, and therefore its ranking. We assigned weights to the 11 metrics
following consultation with the SME panel where we asked members to rank metrics in order of
importance. In addition, we established an electronic survey and polled LANL biosurveillance experts.
They were asked to rank the metrics by the four specific biosurveillance goals we had identifed.
Definitions of the metrics and biosurveillance goal were provided. Results were analyzed and a final
ranking or priority list for metrics was obtained for each goal, as shown in Table 8.

Early Warning Early Detection Situational Awareness Consequence Management
1. Time to Indication 1. Time to Indication 1. Credibility 1. Credibility
2. Timeliness 2. Timeliness 2. Geo./Pop. Coverage 2. Geo./Pop. Coverage
3. Credibility 3. Credbility 3. Timeliness 2. Timeliness
4. Specificity of Detection |4. Specificity of Detection |4. Time to Indication 4. Specificity of Detection
5. Accessibility 5. Geo./Pop. Coverage 5. Accessibility 4, Time to Indication
6. Geo./Pop. Coverage 6. Accessibility 6. Specificity of Detection |6. Granularity
7. Flexibility 7. Granularity 7. Sustainability 7. Accessibility
7. Granularity 8. Integrability 8. Flexibility 8. Flexibility
9. Integrability 9. Flexibility 9. Integrability 9. Integrability
10. Sustainability 10. Sustainability 10. Granularity 10. Cost
11. Cost 11. Cost 11. Cost 10. Sustainability

Table 8: Ranking of metrics to assign weights
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Several trends emerged following analysis of the ranked list of metrics for each of the
biosurveillance goals. For early warning of health threats and early detection of health events, both time
to indication and timeliness were ranked as the two most important metrics followed by credibility. This
contrasts with situational awareness and consequence management, where credibility and geographic/
population coverage were the top two metrics followed by timeliness. Overall, credibility, timeliness,
and time to indication appeared consistently in the top 3 ranks regardless of surveillance goal and
sustainability, cost, and integrability consistently ranked in the bottom four.

LDW converted these rankings into metric weights using a mathematical technique called swing
weighting which is used in Simple Multi-Attribute Rating Technique Extended to Ranking (SMARTER). By
knowing the rank of the metrics, setting the value for the sum of weights to be 1 and giving equal
weights to metrics if the preference is the same (i.e. if multiple metrics are ranked the same.), the
weights can be derived for each metric. Table 9 shows the weights assigned to the metrics by LDW.

Early Early . .
. . Situational | Consequence
Warning of a| Detection of a Awareness | Management
Health Event] Health Event
Accessibility 0.079 0.067 0.085 0.059
Cost 0.009 0.008 0.008 0.011
Credibility 0.138 0.138 0.275 0.271
Flexibility 0.043 0.027 0.039 0.041
Integrability 0.03 0.039 0.027 0.025
Geo./Pop. Coverage 0.059 0.085 0.184 0.146
Granularity 0.043 0.052 0.017 0.08
Specificity of Detection 0.104 0.108 0.067 0.105
Sustainability 0.019 0.017 0.052 0.011
Time to Indication 0.288 0.275 0.108 0.105
Timeliness 0.188 0.184 0.138 0.146

Table 9: Weights of metrics obtained in LDW using the SMARTER method, the top four heavily weighted are
shaded in gray

Step 6: Rank the Data Streams

Data stream ranking was performed through the development of goal hierarchies described
previously. As the utility of the metrics is dependent on the context of the biosurveillance goal, we had
to design four hierarchies—one for each biosurveillance goal. While the hierarchies were the same for
each, the goal specified was different. Following input of weights for metrics, values for each data
stream for each metric and a utility function for these values, LDW generated four ranked lists of data
streams, one for each surveillance goal, shown in Table 10.
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Early Warning of Health Threats

Early Detection of Health Events

Situational Awareness

Consquence Management

Internet Search Queries
ED/Hospital Records
Clinic/Healthcare Provider
Laboratory Records

News Aggregators
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Social Media
Ambulance/EMT Records
Personal Communication
Official Reports

Sales

Police/Fire Department Records
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Established Databases
Prediction Markets
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Table 10: Ranking of data stream categories using LDW

In general, higher ranked data streams would be considered the most useful, but as can be seen

from the table, it is clear that there is no “one size fits al

III

approach when it comes to biosurveillance.

Different data streams vary in utility, and therefore rank, given different biosurveillance goals. There is

no one best data stream. However, it is interesting to note which data streams are consistently highly

ranked, which trend towards the bottom as well as which change in value when considering each of the

biosurveillance goals. Table 11 displays each data stream and its rank for each of the four goals. Data

streams shaded in blue indicate they were consistently across four goals ranked among the top 5,

whereas data streams shaded in green indicate streams that were ranked in the top 5 at least one goal.

Data Stream Early Warning of Early Detection of Situational Consequence

a Health Threat aHealth Threat Awareness Management
Internet Search Queries 1 1 3 3
ED/Hospital Records 2 2 1 1
Clinic/Healthcare Provider 2 2 1 1
Laboratory Records 3 3 2 2
News Aggregators 4 4 6 6
Help Lines 5 7 9 7
Social Media 6 5 7 6
Ambulance/EMT Records 7 6 5 5
Personal Communication 8 8 4 4
Official Reports 9 7 3 2
Sales 10 3 11 9
Police/Fire Department Records 11 10 12 10
Employment/School Records 12 11 8 8
Financial Records 12 12 10 9
Established Databases 13 13 12 11
Prediction Markets 14 14 13 12

Table 11: A comparison of rankings obtained for each data stream category by surveillance goal

Across the four biosurveillance goals, there was a dichotomy exhibited between data stream

category ranks in the early warning/early detection goals and the situational awareness/consequence
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management goals. As observed in Table 11, the ranks for the data streams are fairly consistent (i.e. the
same) within the early warning/early detection goals and within the situational awareness/consequence
management goals. This seems to suggest that while we identified four distinct biosurveillance goals,
functionally there may only be two: pre- and early event (i.e. the initial stages of an outbreak) and post
event. Interestingly, this phenomenon correlates with the surveillance window concept that was used as
our second method for data stream evaluation.

Four data stream categories ranked within the top 5 for every single goal: Internet Search
Queries, ED/Hospital Records, Clinic/Healthcare Provider, and Laboratory Records. Three of these—
ED/Hospital Records, Clinic/Healthcare Provider, and Laboratory Records—are commonly used in
current systems; only Internet Search Queries are not currently used as a data stream in systems.
However, given their novelty it is not entirely surprising and it may take time before this data stream
category is adopted as a reliable source for systems.

There were four data streams that ranked consistently among the similar goals (early
warning/detection vs. situational awareness/consequence management): Official Reports, Personal
Communication, News Aggregators, and Ambulance/EMT records. Official Reports were ranked quite
high for both situational awareness and consequence management, mostly due to the high values
assigned for credibility and specificity of detection. While ranked highly for the situational awareness
and consequence management goals, Personal Communication ranked towards the middle for the early
warning and early detection goals. However, in our discussions with epidemiologists and biosurveillance
practitioners, Personal Communication was often cited as one of the most important data streams they
utilized to detect outbreaks in its early stages and to monitor its progress. Personal communications
tend to be informal, highly unique and diverse in nature making it difficult to sign attributes using our
approach—analysis of categories of data streams. A better understanding of the nature of these
informal personal communication networks and what roles they may play in the decision making
process leading up to an outbreak declaration may lead to some valuable insights.

Social Media, Help Lines, and Sales data streams were all ranked at least once among the top 5.
After these data streams, there was a significant drop off in the ranks. In particular, five data streams
were consistently ranked as being the least useful: Financial Records, Established Databases, Prediction
Markets, Employment/School Records and Police/Fire Department Records. It is important to note that
while certain data streams ranked low, it does not mean they are useless. Certain data streams such as
Financial Records and Established Databases may be very useful when used synergistically with other,
more highly ranked data streams. One limitation to the MCDA approach is that it does not take the
synergy of data streams into account but instead treats each data stream as if it were independent.

While the MCDA approach offered a very systematic approach to evaluating data streams and
forced a much deeper analysis of metrics than has been considered for biosurveillance, there are
limitations to this approach that must be carefully considered and accounted for during the review of
these results;

1) The LDW tool is highly dependent on user input to structure the problem and elicit the values,
and if the input is made without a defensible reason, the results can be of very little value. Thus,
at every step of the process, efforts were made to ensure that the choice made for each
decision could be defended. Additionally, when we were determining the values to input for the
metrics, we focused on using values and properties of data streams in use within a surveillance
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2)

3)

4)

5)

resource that we thought were representative of that type of data stream category. Because of
this, the results maybe slightly biased towards more traditional data stream categories.

There was a bias in our SME panel, which predominantly consisted of experts in human health,
representing the developed world, and was largely academic. As a result, their opinions on
metric weights and definitions may not jive completely with the operational world. For example,
“specificity of detection” was a metric that was unanimously accepted as a useful one by our
SME panel. However, following recent consultations with practitioners and public health
officials, we found that the metric was not considered a high priority primarily because they did
not understand the definition of the metric and its context. We are currently trying to establish
a more diverse and operational SME panel in collaboration with the International Society for
Disease Surveillance (ISDS), and would like to conduct a second evaluation of the data streams
by taking their opinions onto account. It is possible, that a significant disparity in the results is
obtained following a second evaluation, and this will bring to light gaps in our understanding of
operational biosurveillance and its needs.

Each metric is considered independently, and related metrics that have an influence on each
other cannot be evaluated jointly. For example, accessibility and cost are likely related if
accessibility to a data stream is associated with a subscription or user fee. In such a case, a lower
cost would let one assign an “easy” qualitative value to the accessibility metric, and vice versa.
Such dependencies cannot be input into the LDW tool. While it is possible to model these
relationships using MCDA, it would have been a significant undertaking to elucidate the precise
nature of the interdependencies amongst the metrics and was beyond the scope of this project.
The MCDA approach does not model synergy of data streams. Like simulating the
interdependencies of the metrics, there may be synergistic effects when utilizing multiple,
different but complementary data streams. Malaria forecasting is an example of this—knowing
that there was heavier than normal rainfall in a malaria prone region would likely make officials
declare an outbreak quicker if they notice a slight increase in malaria cases. As a result of this,
data streams such as Established Databases that were ranked lowly may be extremely useful,
however only if they are combined with another data stream.

The use of a representative, currently operational surveillance system was used as a model
system to determine the values for the metrics of the data streams. Since we were not ranking
specific, individual data streams but actually categories of data streams, this was necessary to
evaluating data streams for use in an integrated, global biosurveillance system. However, there
are some limitations to this. By using currently operational systems, our results may be biased
towards more traditional types of data streams currently employed in the developed world.

Step 7 Conduct Sensitivity Analysis

LDW is a tool that relies heavily on user input and customization and the rankings reported in

this study may be influenced by the input parameters. It was important to make sure that the rankings
were robust to variations in these parameters, and therefore of high confidence. Sensitivity analysis was
conducted by varying the dependent variables to understand their influence on data stream rankings.
The following strategies were used for this analysis. It is important to note that all changes for each
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strategy were applied simultaneously rather than looking at the effect of one variable sequentially, in
order to maintain a realistic scope for the number of LDW runs for each strategy ;

1) Varying the utility function that describes the relationship between metric value and utility; the
utility functions for metrics that were weighed higher overall were modified from the default
linear function assigned to every metric. By varying the utility function, it is possible to assess
the impact of our assumptions on the relationship between the metric value and utility. For the
rankings produced in step 6, each of the metrics values were described using two to four labels.
The correlation between the labels and utility score was linear. Thus, if there were two labels,
the lower option was assigned a utility score of 0 and the higher option was assigned a utility
score of 1. If there were three labels, the lower option was assigned a utility score of 0, the
intermediate option was assigned a utility score of 0.5, and the highest option assigned a utility
score of 1, so on and so forth. However, this assumption, that the relationship between label
and utility score is linear, may not be correct. Perhaps after a certain threshold, the utility score
levels off. We changed the utility function for five of the metrics: integrability, credibility,
specificity of detection, time to indication, and timeliness that were weighed higher overall and
therefore may have the greatest impact on rankings. For example, for timeliness and time to
indication, the rationale was that as long the data stream was available or indicated an event
within one week, the added benefit by detecting it earlier was marginal. Similarly, in the case of
credibility a case could be made that only data streams that did not need validation in order to
be actionable, or a highly credible data stream by our definition, was most desirable, whereas
any data stream that needed any sort of validation, minimal or not, was not nearly as desirable.

2) Varying weights of metrics; changing the weights in two ways assessed the impacts of the
metric weights. The first was to set all metric weights equally so that they each metric
contributed to the final utility score. The second was to group the rankings of the metrics into
three tiers (Table 12). For each biosurveillance goal, metrics that were in the top 5 ranks were
assigned a single high weight, metrics in the middle ranks were assigned a single medium weight
and those that ranked in the bottom 3-4 were assigned a single low weight. Given how the
SMARTER method decomposes the ranks into weights, instead of having eleven different ranks,
grouping the list into three tiers of metrics might be more accurate.

Goal 1 Goal 2 Goal 3 Goal 4
0.155 Specificity of Detection 0.161 Specificity of Detection 0.161 GEO/POP 0.145 Specificity of Detection
0.155 Credibility 0.161 Credibility 0.161 Credibility 0.145 GEO/POP
0.155 Time to Indication 0.161 Time to Indication 0.161 Time to Indication 0.145 Credibility
0.155 Timeliness 0.161 Timeliness 0.161 Timeliness 0.145 Time to Indication
0.072 Flexibility 0.078 GEO/POP 0.078 Specificity of Detection 0.145 Timeliness
0.072 GEO/POP 0.078 Granularity 0.078 Accessibility 0.078 Granularity
0.072 Granularity 0.078 Accessibility 0.078 Sustainability 0.078 Accessibility
0.072 Accessibility 0.03 Flexibility 0.03 Flexibility 0.03 Flexibility
0.03 Cost 0.03 Cost 0.03 Cost 0.03 Cost
0.03 Integrability 0.03 Integrability 0.03 Granulairty 0.03 Integrability
0.03 Sustainability 0.03 Sustainability 0.03 Integrability 0.03 Sustainability

Table 12: Weights assigned to three tiers of metrics for each goal
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3)

4)

Performing rankings without Geographic/Population metric; for each data stream with the
exception of three, Geographic/Population coverage was uniformly assigned a value of “Global”.
In order for a metric to be effective, it must be able to distinguish and segregate the options it is
describing. This suggested that Geographic/Population coverage may not be a useful evaluation
criterion, even though many people thought it was important. To see what impact this metric
had on the final rankings, the rankings were recomputed without the Geographic/Population
coverage metric.

Changing the most variable metric values in the matrix; we assigned values to data streams for
each metric, using representative biosurveillance resources that routinely used specific data
streams. In order to understand the variability in how data streams like Official reports were
used at a global level, it was necessary to review more than one resource for each data stream.
In doing so, it became clear that there were some data streams that showed high variability in
assigned values for certain metrics. To examine the influence of variable values on the final
ranking of data stream categories, we first ran LDW with an input of all high values for the data
streams that showed most variability in certain metrics and then with an input of all low values.

Tables 13-16 show the comparison of rankings obtained in the original run of LDW with the rankings

obtained following sensitivity analysis, for each of the four biosurveillance goals. Overall, with the
different sensitivity analyses, the results of the modified rankings suggest that the results obtained in
the final rankings in step 6 are robust. The same data streams that tend to be ranked as being most

useful remain the top ranked. Similarly, the same data streams that tend to be ranked in the middle and

at the bottom in the final rankings are observed to do the same in the modified rankings.

Without Varyingthe 3 Tiers of
Early Warning of a Fln.al Geograpl.'lll:,f Utility Metric Eq.ual Highest Rank Lowest Rank
Health Threat Rankings Population . . Weights
Function Weights
Coverage
ED/ Hospital 2 2 1 1 1 1 2
Records
Clinic/ Healthcare
Provider 2 2 1 1 1 1 2
LaRboratory 3 4 2 3 3 2 4
ecords
Internet saarch 1 1 3 2 2 1 3
Queries
Official Reports 9 8 11 7 7 7 11
Persolnall 8 7 9 4 6 9
Communication
Social Media 6 5 7 6 5 7
News Aggregators 4 4 5 4 4 5
Ambulance/EMT 7 6 4 9 9
Records
Help Lines 5 3 6 8 8 3 8
Sales 10 9 8 10 9 8 10
Employment/
school Records 12 12 12 11 10 10 12
Police / Fire
Department 11 10 10 12 12 10 12
Records
Financial Records 12 11 15 12 11 11 15
Fstablished 13 13 14 13 8 8 14
Databases
Prediction Markets 14 14 13 14 13 13 14

Table 13: Comparison of data stream rankings for Early Warning surveillance goal
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Without Varying the 3 Tiers of
Early Detection of a Fln.al Gengrap!nc/ Utility Metric Eq.ual Highest Rank Lowest Rank
Health Threat Rankings Population N . Weights
Function Weights
Coverage
ED/ Hospital
E— 2 2 1 1 1 1 2
Cllmc';" He‘althcare 2 2 1 1 1 1 2
rovider
Laboratory Records 3 3 2 2 3 2 3
Internet Search
Queries 1 1 3 3 2 i :
Official Reports 7 7 11 4 7 4 11
o ersona) 8 7 9 5 6 5 9
ommunication
Social Media 5 5 6 7 5 5 7
News Aggregators 4 4 5 6 4 4 6
Ambulance/EMT 6 6 4 8 5 4 8
Records
Help Lines 7 5 7 9 8 5 9
Sales 9 8 8 10 9 8 10
Employment/
School Records 11 11 12 11 10 10 12
Police / Fire
Department 10 9 10 12 12 9 12
Records
Financial Records 12 10 15 13 11 10 15
Established 13 12 14 14 8 8 14
Databases
Prediction Markets 14 13 13 15 13 13 15

Table 14: Comparison of data stream rankings for Early Detection surveillance goal

Without . Vingthe 3 Tiersof
Situational Fln.al Geugrapl.-ucf Utility Metric Eq-ual Highest Rank Lowest Rank
Awareness Rankings Population . 3 Weights
Function Weights
Coverage
ED/ Hospital 1 1 1 2 1 1 2
Records
Clmlcl;u' He‘a\thcare 1 1 1 2 1 1 2
rovider
Laboratory Records 2 2 2 3 3 2 3
Internet Search
Queries 3 2 3 . - L g
Official Reports 3 3 4 5 7 3 7
Personal
Communication 4 4 6 ’ 6 B ’
Social Media 7 8 8 6 5 5 8
News Aggregators 6 7 4
Amb:\ance,fEMT 5 6 5 7
ecords
Help Lines 9 5 11 8 8 5 11
Sales 11 9 9 9 9 9 11
Employment/
School Records 8 2 2 J 10 8 10
Police / Fire
Department 12 11 9 10 12 9 12
Records
Financial Records 10 10 13 11 11 10 13
Established 12 12 10 12 8 8 12
Databases
Prediction Markets 13 13 12 13 13 12 13

Table 15: Comparison of data stream rankings for Situational Awareness surveillance goal



Without Varying the 3 Tiers of
Consequence Fm-al Gengrap!‘llc,’ Utility Metric Eq_ual Highest Rank Lowest Rank
Management Rankings Population ) . Weights
Function Weights
Coverage
ED/ Hospital 1 1 1 1 1 1 1
Records
Clinic/ Hgalthcare 1 1 1 1 1 1 1
Provider
Laboratory 2 2 2 3 3 2 3
Records
Internet 'Search 3 3 a 2 2
Queries
Official Reports 3 4 3 7 3
o rsonal, 4 5 5 6 4 6
ommunication
Social Media 6 8 8 8
News Aggregators 6 8 7 6 4 4 8
Ambulance/EMT
Records 5 7 6 5 5
Help Lines 7 6 9 9 8 6 9
Sales 9 10 10 10 9 9 10
Employment/
School Records 8 9 12 10 10 8 12
Police / Fire
Department 10 12 11 11 12 10 12
Records
Financial Records 9 11 15 12 11 9 15
Established 1 13 14 12 8 8 14
Databases
Prediction Markets 12 14 13 13 13 12 14

Table 16: Comparison of data stream rankings for Consequence Management goal

4.2 Next Steps

A significant part of the MCDA-based evaluation of data streams was devoted to defining clear
metrics to use for ranking the data streams, as well as collecting defensible data to support assigning
values for each of the metrics. In addition, prioritization of the metrics was helped by defining clear
biosurveillance goals. We ranked data stream categories and tested the robustness of these rankings
through sensitivity analysis as described in step 7. To provide a “real world” assessment of the data
stream categories, a proposed immediate next step for this task will be to form a panel of operational
biosurveillance experts through our collaboration with the International Society for Disease Surveillance
(ISDS) and survey them for metric weights and data stream values. We propose to include
representatives of the global human, plant and animal disease surveillance communities to also provide

III

a more “global” context. We will then compare rankings for data streams obtained with the new set of
data, with the current rankings. In addition, we will evaluate specific data streams deemed to be priority
by DTRA and the Armed Forces Health Surveillance Center (AFHSC). These two tasks will complete the
evaluation process using the MCDA based method.

The MCDA-based evaluation method and our framework have generated significant interest not
only in the biosurveillance community, but also in the general public health community. As a result there
are three entities who are interested in adopting LANL's evaluation framework for their projects;

1) The ISDS would like to help refine our framework and adopt it for evaluating both specific

novel data streams that come on line for state and local disease surveillance and existing

data streams currently in use.
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2)

3)

Dr. Courtney Corley from Pacific Northwest National Laboratory (PNNL) is tasked with
evaluating disease forecasting and prediction models by the Department of Homeland
Security (DHS), for a specific number of priority diseases. He has approached LANL and
obtained the set of metrics used by us for data stream evaluation. With LANL’s help, PNNL
will be modifying these metrics to use for their evaluation task

Dr. Peggy Honore from the Department of Health and Human Services has requested
information on our evaluation framework to assist in evaluating US State public Health
Systems
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5.0 Evaluation of Data Streams Using Surveillance Windows

In the second approach to data stream evaluation, we used a new method of evaluating the
utility of data stream categories — the concept of the “surveillance window”, defined as the brief period
of time when information gathered can be used to assist decision makers in effectively responding to an
impending outbreak. The single metric used in this approach was “time to indication” or how early is the
data from a particular data stream category available for identifying an event of concern.

Figure 11 shows the overall approach to using this method for evaluating data stream
categories. Our first step was identifying a list of priority diseases to select case studies and build
surveillance windows, and our primary sources were our SME panel as well as CDC and DOD priorities.
Evaluating data streams across multiple diseases would provide a robust application of our method as
well as allow for the examination of the influence of disparate disease characteristics not only within
human, but across species, on outbreak progression and surveillance window duration. We also
conducted a literature review to support our selection of diseases. We ensured that there was
representation of human, animal and plant diseases and there was enough data available for selected
outbreaks/case studies to facilitate evaluation of the maximum number of data stream categories
available for that case study. Below is a list of diseases that were selected;

» Influenza
Dengue
Ebola
Cholera
Food poisoning due to E.coli
Lassa Fever
Foot and Mouth Disease (FMD)
Citrus Greening
Malaria
West Nile Virus
Case studies were selected for each disease by reviewing historical outbreaks around the world.

VVYVY VYV VYV YVYY

An emphasis was placed on selecting disease outbreaks outside the US to better understand the
availability of data stream categories and ensure that identified useful data streams did not have a US
centric bias. Other than Influenza, FMD and to a limited extent Cholera, most outbreaks identified
described the disease spread within a specific country and did not often spread to other countries.
Hence data streams evaluated were more representative of those used at local, state or national levels.
We were able to find historical outbreaks to use as case studies for all diseases, however, in the case of
West Nile virus, it was difficult to find information on an outbreak that would help us establish the
timelines to include species jumps between birds and humans. Therefore, we simulated an outbreak for
this disease and included the transition times between birds, mosquitos and humans.

Once the timelines for a disease were developed using the case studies, surveillance windows
were defined and information for applicable data stream categories was collected for the duration of
the outbreak. It was determined whether a particular data stream was available within the defined
surveillance window, thus being deemed useful for either early warning or early detection of the
disease.
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Identify priority diseases é Develop timelines/simulations
and specific outbreaks for disease specific outbreaks

I\ v

0 Criteria Identify disease/outbreak
SME input, sponsor Diseases/Outbreaks specmc surveillance
priorities, CDC priorities, 1) Represent; windows
literature review a) differentmodes of
transmission
b) differentspecies

2) Cover all data streams to

be evaluated
3) Have detailed data Evaluate data streams

available applicable to specific
diseases and outbreaks

Figure 11: Overall approach to surveillance window based evaluation

The primary differences between this method of data stream evaluation and the MCDA based
evaluation were that this method used a single metric for evaluation, time to indication, and a data
stream category was evaluated by examining specific data streams that were available for each case
study. A cross disease analysis was performed to identify data stream categories that consistently
showed utility across syndromic classes of human diseases as well as across human, plant and animal
diseases. A cross method analysis was performed between the surveillance window based evaluation
and the MCDA-based evaluation to identify data stream categories that showed high utility for both
methods.

Our first efforts were targeted at defining a clear approach to identifying surveillance windows,
followed by a proof of principle demonstration using the 2009 Influenza H1N1 outbreak that originated
in La Gloria, Mexico, followed by the remaining diseases. Over the course of evaluating various case
studies, we refined the surveillance windows to facilitate a more robust evaluation of the data streams.

5.1 Defining Surveillance Windows
The concept of the surveillance window is tied to several factors, including the type of disease,
operational needs and the specific characteristics demonstrated by the outbreak. We used a stepwise
approach to defining disease specific surveillance windows;
1. Early dynamics of a large number of historical outbreaks were researched to generate timelines.
Where appropriate, epidemiological simulations were used to supplement this data set.
2. The timeline was analyzed to determine the length of time between changes in “epidemiological
state”.
a. A change in epidemiological state is marked by a change in the manifestation of the
outbreak; either in terms of number of cases or in terms of geographical spread (see
Figures 12 and 13). This may include the initial introduction of disease, a sudden
increase in the number of cases, or the geographical spread to new areas.
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b. Changes are considered to correspond to specific operational needs and surveillance
options, and the time point at which the specific change occurs is designated as the
bound for a surveillance window.

3. Ingeneral, outbreaks go through several changes in epidemiological state. We initially
considered each change, resulting in multiple surveillance windows for each disease. These
windows also correlated with a surveillance goal. As our primary interest was early warning or
early detection, the most useful data streams would need to fall in these windows to be of
greatest use.

4. Data streams that were either used or could have been used due to their availability during the
generated timeline were identified. If these data streams fell within each surveillance window,
and provided both actionable and non-actionable information, they were deemed to have
utility.

We tested our approach of defining surveillance windows and evaluating applicable data streams
using the 2009 H1N1 influenza outbreak in Mexico. Figure 12 illustrates how we initially defined
surveillance windows for this outbreak. Shown in this figure is the spread of HIN1 cases through La
Gloria, Mexico, in February and March of 2009. There is an early period with a limited number of
“flickering” cases, followed by a rapid increase in case counts and finally trailed by peak cases. All three
of these “surveillance windows” are indicated in the figure. Each window has different surveillance
signatures, surveillance best practices, and, very likely, different operational needs. The process used in
defining surveillance windows from such information is explained in further detail below.

Example — La Gloria, Mexico. H1N1 Outbreak
60 =
Surveillance Windows — Case Counts
- 50+
@ Peak Cases
8 40+ | 3-4 weeks s
Y— |
o
S
9 30+ Rapid Rise
1-2 weeks
=
S 204
=
10 Initial Cases
3-4 weeks |
|
0 L] v L ] T L] T L) T
15-Feb 22-Feb 01-Mar 08-Mar 15-Mar 22-Mar 29-Mar 05-Apr 12-Apr

Figure 12: Surveillance windows for the HIN1 outbreak in La Gloria, Mexico are shown as described in the text.
Case count graph adapted from Fraser et al., Science, 324, 1557 (2009)
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The index case is estimated as arising on February 15™ 2009, and small numbers of cases were recorded
for the first three-and-a-half weeks. This period is our initial surveillance window, with the signature of
this window being the “flickering” low number of cases. High sensitivity and broad population coverage
are two of the necessary features of useful surveillance methods over this period. The “early warning”
biosurveillance goal can be correlated with this surveillance window, though the use of this term may
vary with the observer.

After this initial surveillance window, a rapid rise in the number of case counts occurred over a
period of about one and a half weeks — a significant change in epidemiological state. This period is our
second surveillance window, with the signature characteristic of this window being the rapid rise in the
number of cases. While high sensitivity and broad population coverage are still useful requirements for
surveillance systems in this surveillance window, a key feature is the ability to rapidly obtain actionable
information. The “early detection” biosurveillance goal can be correlated with this surveillance window,
though again the use of this term may vary with the observer.

The third surveillance window for the La Gloria outbreak is associated with all later/peak
epidemic cases and occurred over a matter of 3-4 weeks. It begins at the case count inflection point (a
change in epidemiological state) and continues until late in the outbreak. The key characteristic of this
surveillance window is that some, typically incomplete, information is generally available regarding the
outbreak — the need is for credible, actionable information. The “situational awareness” biosurveillance
goal can be correlated with this surveillance window, though again, the use of this term may vary with
the observer.

Example — La Gloria, Mexico. H1N1 Outbreak
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Figure 13: The geographic spread of disease can also result in a distinct and unique surveillance window. In this
case, as described below, the spread to different regions in Mexico as well as the spread internationally was rapid
and fell within or near previously identified surveillance windows. Case count graph adapted from Fraser et al.,
Science, 324, 1557 (2009)
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It is important to note that although we tried to directly relate specific surveillance windows
with the surveillance goals of “early warning”, “early detection” and “situational awareness” the
operational needs of any surveillance system must be considered in terms of geography and the goal of
the end user. One user’s situational awareness may be another’s early warning. To address this issue,
we also considered surveillance windows defined by the geographic spread of disease, as shown in
Figure 13 — essentially treating the movement from area to area in the same manner as case counts
were treated above. Conceptually, if a disease takes significant time to move from area to area, the
value of late, but credible and actionable information (“situational awareness”) increases in value. In this
case, we know that cases of HIN1 had spread to Mexico City very early in the outbreak timeline,
essentially making the surveillance windows for regional spread roughly concurrent with those
established for the town of La Gloria, potentially even a half week shorter for early detection. Similarly,
international spread is evident very soon after the “rapid rise” surveillance window, suggesting a similar
timeframe (1-2 weeks). Although a rapid rise in cases was observed for the country of Mexico as a whole
near the end of April, the fact that the disease had spread worldwide before this time requires us to
focus on the surveillance windows present in La Gloria, rather than developing windows specifically
addressing geographic spread. It should be noted, however, that surveillance windows focused on
geographic spread are a natural fit for several other outbreaks with different transmission
characteristics — in particular with outbreaks that present strongly in animal hosts but where
transmission to human hosts is of immediate concern.

The singular goal of the surveillance window was to provide a visual of the early stages of an
outbreak during which certain data streams may be useful for the surveillance goals of early warning
and early detection. While data streams that provide information early in the outbreak could be
identified without the surveillance windows, it was possible to convey the disease and operations
specific nature of the durations of time available and also perform comparative analyses across diseases
using the visual of a surveillance window. Upon a deeper analysis of our approach to defining
surveillance windows, there were certain limitations that became apparent in terms of a strong
justification for the boundaries (both early and late) of the windows;

1) While the stages of the outbreak are being correlated with our goals, they are not meant to be
an absolute time frame. However, the first depiction of surveillance windows appeared to
convey that there were defined boundaries of time between the biosurveillance goals and the
misinterpretation that early warning and early detection for a particular outbreak had very fixed
start and stop times, when in reality, the boundary between those goals is not defined at all, but
rather is very dependent on the progression of a particular disease through a population.

2) The placement of outer bound of the early detection window in correlation with the change in
epidemiological state from a rapid rise in case counts or geographic spread to peak cases and
spread, may be too late - it may appear to convey that we are indicating that “early detection” is
possible even when a large population may have already become symptomatic and the rest are
likely infected.

To address these limitations, we refined the boundaries of our surveillance windows in the following
way;
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We defined a single surveillance window that encompasses the goals of early warning
and early detection, and eliminated the artificial boundary between the two goals.

We placed the left boundary of the window at the index case/index location minus the
incubation period of the specific disease, to provide a better justification for when the
window began.

The right boundary was placed immediately before the rapid rise seen in the outbreak.
This window captures two changes in epidemiological state —the first occurrence of the
disease in a population and the change from “flickering cases” to a rapid rise. This outer
bound captured the duration of time available before a majority of the population was
already infected and therefore provided a more meaningful threshold after which
mitigation may be too late. Within this surveillance window, the further left we are of
an outbreak, the closer we are to the goal of early warning, and the further right we are,
we transition to early detection.

Both data streams available and in use prior to this rapid rise (pre-rapid rise window)
and those available but not used were identified as being useful. The earlier time stamp
they had, the closer they were to the early warning goal.

Beyond the outer bound of the pre-rapid rise window, lie the goals of situational
awareness and consequence management.

Figure 14 shows a comparison between the two iterations of surveillance windows for the 2009

H1N1 flu outbreak in La Gloria, Mexico. As can been seen the single surveillance window has a

defined left and right boundary ansd is also shifted to the left on the timescale.

Example — La Gloria, Mexico. H1N1 Outbreak
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Figure 14: Modified surveillance windows for the HIN1 outbreak in La Gloria, Mexico



5.2 Evaluation of data stream categories using disease specific surveillance windows

Once the approach to defining surveillance windows was well defined, we proceeded with
generating timelines, surveillance windows, collecting data stream information and evaluating data
streams for disease specific case studies. Figures 15-23 depict 9 different case studies that spanned
human, animal and plant diseases as well as represented bacterial and viral infectious diseases. Each
figure depicts the timeline for a historical disease specific outbreak that started with an index case or
index location and spread through the population over a period of time. The pre-rapid rise surveillance
window was defined for each disease and is shown shaded in purple.

Below the timeline are identified time stamps for case study specific data streams
(representative of the data stream categories described in earlier sections of this report) when they
were first available shown in blue, transitioning to green when the data stream was recorded to be first
used. Data stream categories, for which no information was found, are listed below the graph, under
“Not Available”. For every case study, the data streams that showed a time stamp that fell within the
duration of the pre-rapid rise surveillance window were deemed to be useful. These included the data
streams that were either used or were available during that time frame. The data stream categories are
depicted in the figures in the order in which their time stamps first appeared on the timeline.
Information collected to develop the case study timelines and data stream time stamps has been
recorded and can be provided upon request. As mentioned before, this method of evaluation required
the collection of information on very specific data streams. However, in order to facilitate cross disease
and cross method analysis, we identified the specific data stream as its data stream category. For
example, in case of the cholera case study in Hait